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Die EU hat ein verschllsseltes Hinweisgebersystem flr den Al Act gestartet:
Meldungen zu mutmaRlichen Verstofien kdnnen nun direkt an das neu eingerichtete
EU-AI-Office Ubermittelt werden. Formal ist das Instrument ein Mittel zur
Durchsetzung von Rechten. Faktisch erdffnet es jedoch erhebliche
Missbrauchsrisiken, solange die rechtlichen Schutzmechanismen fur Hinweisgeber
nicht luckenlos und praktisch wirksam sind.

Wir sehen drei unmittelbare Gefahren: Erstens kdnnen weit gefasste Begriffe wie
~Desinformation” politisch instrumentalisiert werden. Zweitens entsteht ein Chilling-
Effekt: Forscher, Journalisten und Kritiker konnten aus Angst vor Meldungen und
Konsequenzen verstummen. Drittens erhalten Behorden fruh Zugriff auf
vertrauliche Hinweise, ehe Betroffene jederzeit verlassliche Rechts- und
Schutzoptionen nutzen kdnnen.

Unsere Antwort darauf ist offensiv: dokumentieren, absichern, publizieren. Wir
fordern und praktizieren vier Malinahmen sofort:

1. Archivschutz & Beweissicherung - Jede redaktionelle Arbeit wird lokal als
PDF mit Versionsnummer und SHA256-Hash gesichert.

2. Transparenz - Wir legen offen, wie wir Quellen prufen, welche Standards
gelten und wer redaktionell verantwortlich ist.

3. Rechtliche Absicherung - Belege sichern, juristische Prufung,
datenschutzrechtlicher Check, dann wohlUberlegte Entscheidung Uber Meldung
oder Veroffentlichung.

4. Netzwerk & Monitoring - Kooperation mit vertrauenswurdigen Kollegen,
juristischen Beratern und internationalen Beobachtern; Praxis des Tools
laufend prufen.

Wer freie Debatte, kritische Forschung und publizistische Arbeit schutzen will, darf
nicht abwarten. Angriff ist hier die beste Verteidigung: dokumentieren,
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veroffentlichen und rechtlich absichern.

Redaktionsnotiz — Nachtrag zum Bulletin: In jungsten offentlichen
Stellungnahmen aus dem Tech-Umfeld werden Bedenken geaulert, dass
Kinderschutz-Argumente instrumentalisiert werden kdnnten, um Uberwachungs-
und ZensurmalBnahmen auszuweiten. Wir dokumentieren solche Hinweise
exemplarisch, archivieren Primarquellen und prufen Reichweite sowie Kontext,
bevor wir namentliche Zuschreibungen vornehmen.

Prominente Warnung: Offentliche Stimmen aus dem Tech-Umfeld warnen,
Kinderschutz-Argumente kénnten zur Instrumentalisierung fur Uberwachung und
Zensur genutzt werden. Beispielnachricht (X) belegt, dass diese Befurchtungen
breite Resonanz finden.
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